


Hampshire & Isle of Wight – Remote Access Update (19/03/2020)

We understand a number of staff have experienced issues trying to use the existing remote access service via their personal devices. 
This morning we have a new service available which will provide additional capacity and improved performance in these difficult times. As a result overall performance of laptop access is also expected to improve.

What you’re able to access via the new service is largely the same as previously; however below are some useful points to consider along with a brief user guide.
 
· This service can only be accessed using a device with Windows 7 or 10, there is currently no support for Apple products such as Macs or iPads.
· It’s currently taking some time for one-time passwords to be received via text so we are suggesting users register with their email address for now, until the SMS service performance improves 
· If users are running no Antivirus or their Antivirus is not up to date they will receive a message explaining they cannot access the service until they rectify that.




The existing remote access service is still available, however staff are encouraged to use the new service as soon as possible. 

If you have any queries or would like support transitioning to this new solution contact the dedicated Remote Access Team at Healthcare Computing on 01425470888, select Option 4, or email support@healthcarecomputing.co.uk.
Please note the ability to remote access from personal devices is available to most but not all practices, therefore this communication is predominantly aimed at those that have used the service before. If you’re unsure if it’s available to you, please contact the team via the details above. 
We will continue to monitor the performance of these solutions and make improvement and changes as required.
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Emergency Remote Access Instructions

		

This guide describes how to access the emergency remote access service provided for GP Practice staff in Hampshire, Southampton and Portsmouth CCG’s. 



		If you have already registered to access the existing remote access service, you can use the same credentials to access this new service. 

If not, to register contact our dedicated Remote Access Team on 01425470888 Option 4, or email support@healthcarecomputing.co.uk. 

To register we will need your full name, NHSmail email address and mobile number.



		Use the following links to access the new service, in line with the area in which you work. You can use Internet Explorer, Chrome or Edge, but Edge tends to provide the best experience.

     http://hantsgp.xhiow.nhs.uk       http://sotongp.xhiow.nhs.uk       http://portsgp.xhiow.nhs.uk



		Click OK on the landing page
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		Enter your username and password and click Login

This will be the username and password you use to logon to computers in your practice

i.e. john.smith
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		You will now receive a One Time Password either to your mobile phone or NHSmail address dependant on which you have registered.

Enter the One Time Password and click OK
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The first time you access the service you will need to install the client.

Click install, which will download a file which needs to be run.

Once the file has run you can click Continue

Several popups may appear at this point, if so click Run or Yes

The messages differ dependant on which internet browser you are using.
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		You will now have access to the service and will be able to click the link on the server associated to your practice.

The link will contain the JCODE of your practice.
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Once you click the link you may receive another popup – if so click Run or Yes



When the Remote Desktop Connection window appears click Connect
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		You will now be presented with a Remote Desktop Session you can use to access EMISweb and your practice shared drive.



		

If you have any problems please contact our dedicated Remote Access Team on 01425470888 Option 4, or email support@healthcarecomputing.co.uk.
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